
InternatIonal Journal of 
DIgItal CrIme anD forensICs

	 Research	Articles
1 Bitstream-Based JPEG Encryption in Real-time
 Stefan Auer, Salzburg University of Applied Sciences, Salzburg, Austria
 Alexander Bliem, Salzburg University of Applied Sciences, Salzburg, Austria
 Dominik Engel, Salzburg University of Applied Sciences, Salzburg, Austria
 Andreas Uhl, Department of Computer Sciences, University of Salzburg, Salzburg, Austria
 Andreas Unterweger, Department of Computer Sciences, University of Salzburg, Salzburg, Austria

15 A Speech Content Authentication Algorithm based on Pseudo-Zernike Moments in DCT Domain
 Zhenghui Liu, School of Information Science and Technology, Southwest Jiaotong University, Chengdu, China
 Hongxia Wang, School of Information Science and Technology, Southwest Jiaotong University, Chengdu, China

35 A Universal Attack Against Histogram-Based Image Forensics
 Mauro Barni, Department of Information Engineering and Mathematical Sciences, University of Siena, Siena, Italy
 Marco Fontani, Department of Information Engineering and Mathematical Sciences, University of Siena, Siena, 
  Italy
 Benedetta Tondi, Department of Information Engineering and Mathematical Sciences, University of Siena, Siena, 
  Italy

53 Anti-Forensics for Unsharp Masking Sharpening in Digital Images
 Lu Laijie, School of Information Science and Engineering, Hunan University, Changsha, China
 Yang Gaobo, School of Information Science and Engineering, Hunan University, Changsha, China
 Xia Ming, School of Information Science and Engineering, Hunan University, Changsha, China, & College of 
  Electrical & Information Engineering, Southwest University for Nationalities, Chengdu, China

Table of Contents

July-September 2013, Vol. 5, No. 3

Copyright
The International Journal of Digital Crime and Forensics (IJDCF) (ISSN 1941-6210; eISSN 1941-6229), Copyright 
© 2013 IGI Global. All rights, including translation into other languages reserved by the publisher. No part of this jour-
nal may be reproduced or used in any form or by any means without witten permission from the publisher, except for 
noncommercial, educational use including classroom teaching purposes. Product or company names used in this journal 
are for identification purposes only. Inclusion of the names of the products or companies does not indicate a claim of 
ownership by IGI Global of the trademark or registered trademark. The views expressed in this journal are those of the 
authors but not neccessarily of IGI Global.

The International Journal of Digital Crime and Forensics is currently listed or indexed in: Applied Social Sciences 
Index & Abstracts (ASSIA); Bacon’s Media Directory; Cabell’s Directories; Compendex (Elsevier Engineering In-
dex); DBLP; GetCited; Google Scholar; INSPEC; JournalTOCs; Library & Information Science Abstracts (LISA); 
MediaFinder; Norwegian Social Science Data Services (NSD); SCOPUS; The Index of Information Systems Jour-
nals; The Standard Periodical Directory; Ulrich’s Periodicals Directory


