
The International Journal of Digital Crime and Forensics is indexed or listed in the following: ACM Digital Library; 
Applied Social Sciences Index & Abstracts (ASSIA); Bacon’s Media Directory; Cabell’s Directories; Compendex (Elsevier 
Engineering Index); DBLP; GetCited; Google Scholar; INSPEC; JournalTOCs; Library & Information Science Abstracts 
(LISA); MediaFinder; Norwegian Social Science Data Services (NSD); SCOPUS; The Index of Information Systems 
Journals; The Standard Periodical Directory; Ulrich’s Periodicals Directory; Web of Science Emerging Sources Citation 
Index (ESCI)

Research Articles

1	 Speech Content Authentication Scheme based on High-Capacity Watermark Embedding;

Fang Sun, Xinyang Normal University, College of Computer and Information Technology, Xinyang Henan, China 

Zhenghui Liu, Xinyang Normal University, College of Computer and Information Technology, Xinyang Henan, 
China 

Chuanda Qi, Xinyang Normal University, College of Mathematics and Information Science, Xinyang Henan, 
China 

15	 Deception Detection by Hybrid-Pair Wireless fNIRS System;

Hong Di, University of International Relations, Department of Information Science and Technology, Beijing, 
China 

Xin Zhang, Chinese Academy of Sciences, Institute of Automation, Beijing, China 

25	 A Lossless Watermarking for 3D STL Model Based on Entity Rearrangement and Bit Mapping;

Juan Chen, Hunan Engineering Polytechnic, Department of Information Engineering, Changsha, China 

Fei Peng, Hunan University, School of Computer Science and Electronic Engineering, Changsha, China 

Jie Li, Hunan University, School of Computer Science and Electronic Engineering, Changsha, China 

Min Long, Changsha University of Science and Technology, College of Computer and Communication 
Engineering, Changsha, China 

38	 On the Pixel Expansion of Visual Cryptography Scheme;

Teng Guo, University of International Relations, School of Information Science and Technology, Beijing, China 

Jian Jiao, University of International Relations, School of Information Science and Technology, Beijing, China 

Feng Liu, Institute of Information Engineering, Chinese Academy of Sciences, Beijing, China 

Wen Wang, Institute of Information Engineering, Chinese Academy of Sciences, Beijing, China 

45	 Exploiting the Homomorphic Property of Visual Cryptography;

Xuehu Yan, Hefei Electronic Engineering Institute, Hefei, China 

Yuliang Lu, Hefei Electronic Engineering Institute, Hefei, China 

Lintao Liu, Hefei Electronic Engineering Institute, Hefei, China 

Song Wan, Hefei Electronic Engineering Institute, Hefei, China 

Wanmeng Ding, Hefei Electronic Engineering Institute, Hefei, China 

Hanlin Liu, Hefei Electronic Engineering Institute, Hefei, China 

Copyright
The International Journal of Digital Crime and Forensics (IJDCF) (ISSN 1941-6210; eISSN 1941-6229), Copyright © 2017 IGI Global. All 
rights, including translation into other languages reserved by the publisher. No part of this journal may be reproduced or used in any form or by any 
means without written permission from the publisher, except for noncommercial, educational use including classroom teaching purposes. Product or 
company names used in this journal are for identification purposes only. Inclusion of the names of the products or companies does not indicate a claim 
of ownership by IGI Global of the trademark or registered trademark. The views expressed in this journal are those of the authors but not necessarily of 
IGI Global.

Volume 9 • Issue 2 • April-June-2017 • ISSN: 1941-6210 • eISSN: 1941-6229
An official publication of the Information Resources Management Association

International Journal of Digital Crime and Forensics 

Table of Contents


